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1. Overview

This guide describes the configuration procedures required for MiaRec platform to integrate with Microsoft Teams.

1.1 Prerequisites

Global admin credentials for Microsoft Teams. You must be able to login to Microsoft Teams with global admin

credentials and authorize MiaRec to record calls in your organization

Admin credentials to MiaRec web portal. Contact your MiaRec account manager to get access to MiaRec platform.

1.2 How it works

The following network diagram shows the MiaRec and Microsoft Teams architecture.

Once a configuration is completed, the MiaRec platform will start recording calls in your organization and analyzing them with

the various AI-based analytic modules:

Transcription

Sentiment analysis

Topic and keyword analysis

Call summary

Manual and Auto QA using AI assistant

AI Insights, like "Next Actions", "Key Facts", etc.

The data will be available to users via a web portal. Access to data is controlled with role-based access control. 

Recording can be enabled for a whole organization or only to users who are members of the recording group. An administrator

can easily add or remove users to such recording group as necessary.
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1.3 Supported call scenarios

MiaRec platform records all call scenarios that Teams users participate in. This includes scenarios like:

Teams-to-Teams

Teams-to-PSTN

PSTN-to-Teams

Meetings

For PSTN calls, it works with any of the following technologies that provide PSTN connectivity:

Calling Plan (provided by Micorost)

Direct Routing (provided by the enterprise)

Operator Connect (provided by carriers)

1.4 Frequently asked questions

Can I enable recording for individual users?

Yes, a recording can be enabled for either a whole organization (using a global recording policy) or members of a recording

group. In the latter case, to enable recording, you just need to add users to such a group in Microsoft admin portal.

Can I enable recording for a whole organization?

Yes, a recording can be optionally enabled for a whole organization. In such a case, all users will be recorded automatically.

How long does it take for recording to appear in MiaRec portal after call is completed?

• 

• 

• 

• 

• 

• 

• 

• 

• 

• 

1.3 Supported call scenarios

- 4/22 - Copyright © 2024 MiaRec, Inc.



MiaRec platform records calls in real-time. This means, you will see the active calls instantly in the web portal as soon as

they are established. MiaRec supports live monitoring feature, giving your supervisors an ability to listen to agents' calls in

real-time via the portal. Once the call is completed, the recording will be instantly available for playback.

Are users being notified automatically that call is being recorded?

Such a recording announcement is configurable. When enabled, the PSTN users will hear an audio notification (like "This

call is being recorded") and the users, who join a call using a Teams application, will see a banner a the top of the screen

that call is being recorded.

Can I connect multiple recorders in my organization?

Yes. Microsoft Teams support connecting multiple recording applications (bots) to the same call. Each recording bot can

record a call. Such a setup can be used for redandancy purposes.

Do I need to install any software in my network or on users computer?

No. The MiaRec platform is a cloud service that integrates directly with Microsoft Teams and records calls in your

organization on your behalf.

How long do you keep the recording?

A storage period depends on the selected package. Check MiaRec Pricing for details.

Does it work with Direct Routing, Calling Plang or Operator Connect?

Yes. The MiaRec platform supports all these PSTN connectivity options.

How long will it take to setup an integration?

It will take a few minutes to complete a setup. After you add users to the recording group, the system will start recording

users' calls automatically. Depending on a size of your organization it may take from a few minutes to a few hours for

Microsoft Teams to update group policies. For small organizations, it takes a couple of minutes.

• 

• 

• 

• 

• 

• 

1.4 Frequently asked questions

- 5/22 - Copyright © 2024 MiaRec, Inc.

https://www.miarec.com/pricing


2. Connect MiaRec to Microsoft Teams

2.1 Procedure overview

The process of integrating MiaRec platform with Microsoft Teams requires two steps:

Authorize the MiaRec platform to record calls in your organization by creating a recording policy.

Add users to a recording group

2.2 Authorize MiaRec platform to record calls calls in your organization

Login to the MiaRec portal using your MiaRec credentials at teams.miarec.io. 

Contact your MiaRec representatives to get access to the MiaRec portal.

Navigate to Administration > System > Integration, click Add button to create the integration with Microsoft Teams.

In the Add Integration dialog, select Microsoft Teams from the integrations list and click Continue.

In the Connection to Microsoft Teams dialog, select how you would like to provision the system.

You have two options:

Use MiaRec automation, which will run the required steps on your behalf to create a recording policy and configure it in

your organization. This is a recommended option.

Use PowerShell cmdlets, which will require you to run certain commands in PowerShell console. This option is more

complicated, but if you administered Microsoft Teams before, then it should be familiar to you. 

In this guide, we will describe the first option (i.e. MiaRec automation).

1. 

2. 
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If you selected Use MiaRec automation and clicked Continue, you will be required to login to Microsoft Teams with your

admin credentials.

Once you login to Microsoft Teams, you will see the Permissions requested dialog, which askes you to grant the MiaRec

application permissions to act on your behalf to configure a recording policy in your organization.

2.2 Authorize MiaRec platform to record calls calls in your organization
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After you grant permissions to MiaRec, you will return to the MiaRec application Step 2. Admin consent. In this step, you will

asked one more time to use your Teams admin credentials, this time to grant tenant-wide admin consent to record calls in your

organization using the provisionned recording policy.

Click Continue.

2.2 Authorize MiaRec platform to record calls calls in your organization
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In the second Permisions requested dialog, click Accept button to grant an admin consent to record calls in your organization.

You will get back to the MiaRec portal again. This time to the Step 3. Configure.

2.2 Authorize MiaRec platform to record calls calls in your organization
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In this step, you can customize the recording settings, including:

Enable recording for a whole organization or for a certain group. We recommend using group-based recording setup, as it

will be easier for you to enable/disable recording for individual users. In this case, the MiaRec platform will record only the

users that are member of the recording group.

If you selected Group-based recording, then you can choose a custom name and UPN for such a group. A default name is 

Recorded Users. Change its name (and UPN) based on your preferences.

Enable or disable automatic notification of users that their calls are being recorded. 

If you disabled such a notification, then you are automatically agreeing to the following: 

This service will only be used to record calls after all legally required notices have been provided to all parties to

the call or meeting being recorded.

Optionally, select a name for the application and recording policy. You will see the application name in Teams Admin portal.

The recording policy name and description will be visible in the PowerShell console when you administer Teams.

If you enable any of the Policy Flags, then a recording will be mandatory. If the recording application fails to record such a

call or join a meeitng for any reason, the call/meeting will be cancelled. We recommend to uncheck these flags unless you

have a legal reason to keep them enabled.

Click Continue button.
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In the last Step 4. Apply, you will see the progress of provisioning, which includes:

Create the Application Instance in your Teams account for the MiaRec application

Create the Recording Policy

Create the recording group, if you selected Group-based recording

Assign Policy to the created group

• 

• 

• 
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Once the provisioning is completed, click Close to review the integration settings.

2.2 Authorize MiaRec platform to record calls calls in your organization
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Next step is to add your users to the provisioned recording group.

2.3 Add users to the recording group

Login to Microsoft 365 admin center with you Microsoft admin credentials at admin.microsoft.com.

2.3 Add users to the recording group
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Navigate to Teams & groups > Active teams & groups and locate the Recorded Users group that has been provisioned in

the previous steps (if you selected a different group name, then choose the group with the corresponding name).

Click the group name to see the group details.

In the group settings, havigate to Membership > Members section and click Add members button to add your users to this

group.

The MiaRec platform will automatically records calls of all members of this group.o

Note, depending on your organization size, it may take from a couple of minutes to a few hours for Microsoft Teams to apply

changes to group membership. But normally, it takes a minute or two.

2.3 Add users to the recording group

- 14/22 - Copyright © 2024 MiaRec, Inc.



Congratulations! You completed the initial configuration.

Navigate in the MiaRec portal to Recordings page and see your first calls being recorded.

2.4 Verify

Make a test call to see recordings in the MiaRec portal on the Recordings page.

If you just added your test user to the recording group, then it may take from a couple of minutes to a couple of hours (for large

organizations) for Microsoft platform to apply the changes to group membership.

If you do not see recordings in the MiaRec portal after a reasonable time, contact the MiaRec support team to troubleshoot.

2.4 Verify
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3. Disconnect MiaRec from Microsoft Teams

3.1 Procedure overview

The process of disconnecting of the MiaRec platform from your Microsoft Teams account requires a few steps:

Delete the recording policy, the recording group and the associated application instance

Delete the MiaRec application user

Revoke the previously granted access to the MiaRec application

3.2 Delete the recording policy, group and application instance

Login to the MiaRec portal using your MiaRec credentials at teams.miarec.io. 

Navigate to Administration > System > Integration, select the Microsoft Teams integration from the list and click 

Disconnect button:

1. 

2. 

3. 
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In the Disconnect from Microsoft Teams dialog, choose how you would like to peforrm the disconnet service steps:

Use MiaRec automation, where the MiaRec application will act on your behalf to delete the corresponding resources

(recording policy, recording group, etc.)

Use PowerShell cmdlets, where you need to use PowerShell console to run certain commands to delete the corresponding

resources.

• 

• 

3.2 Delete the recording policy, group and application instance

- 17/22 - Copyright © 2024 MiaRec, Inc.



We recommend the MiaRec automation option, which will be described in this guide.

Confirm your Teams organization domain to continue. Hint: your organization domain will be shown in the dialog for your

convenience. You just need to enter it in the Confirm domain field as a final confirmation.

After you clicked Continue button in the previous step, you will be asked to grant the MiaRec application to act on your behalf to

remove the MiaRec-related resources.

After the authorization is granted, the following resources will be deleted from your Teams account:

Group recording policy assignment

Recording group (note, users will not be deleted)

Recording policy

Application instance

• 

• 

• 
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After this step is completed, the MiaRec recording will be deactivated for your Teams account.

If you had other recording applications provisioned in your Teams organization, their settings will not be affected.

3.3 Delete the MiaRec application user

In the previous steps, the de-provisioning process has removed the MiaRec application instance resource, but you still need to

delete manually the MiaRec application user resource. Currently, Teams doesn't provide APIs to do that automatically.

Login to Microsoft 365 admin center with you Microsoft admin credentials at admin.microsoft.com.

Navigate to Users > Active users and locate the MiaRec application user. Use a search box to quickly locate it by name. Select

such a user and click Delete button.

3.3 Delete the MiaRec application user
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3.4 Revoke access from the MiaRec application

Finally, you need to revoke access that was previously granted by you to the MiaRec application, which allowed it to act on your

behalf to provision the system.

Login to Navigate to Apps dashboard in Microsoft portal at https://myapps.microsoft.com.

Locate the MiaRec application in a list or use the Search field to find it quickly.

Select from the context menu Manage your application.

3.4 Revoke access from the MiaRec application
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In the application details page, you can review Permissions you consented to and click Revoke consent button to revoke

access.

3.4 Revoke access from the MiaRec application
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That's it. You have de-provisioned the MiaRec platform in your Teams account.

3.4 Revoke access from the MiaRec application
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